Załącznik nr 10 do Polityki Bezpieczeństwa

**Upoważnienie do przetwarzania danych osobowych w Uniwersytecie Jagiellońskim**

**wraz z oświadczeniem upoważnionego**

…....................................................................................... jako Administrator Danych / w imieniu Administratora Danych \*,

w dniu ............................................................... nadaje upoważnienie do przetwarzania danych osobowych w Uniwersytecie Jagiellońskim dla:

imię i nazwisko: .......................................................................

stanowisko służbowe/funkcja: .......................................................................

Upoważniony otrzymuje dostęp do danych przetwarzanych w Uniwersytecie Jagiellońskim

………………………………………………………………………………………………………………..
(proszę podać nazwę jednostek organizacyjnych /projektów/źródła finansowania/inne)

do poniższych zasobów danych osobowych w celu ich przetwarzania:

1. rodzaj i zakres danych osobowych:
* Dane pracownicze kadrowe: TAK/NIE \*
* Dane pracownicze płacowe: TAK/NIE \*
* Dane pracownicze socjalne: TAK/NIE \*
* Studenci: TAK/NIE\*
* Doktoranci: TAK/NIE \*
* Kandydaci na studia: TAK/NIE \*
* Absolwenci: TAK/NIE \*
* Czytelnicy bibliotek: TAK/NIE \*
* Inne (wymienić jakie):

……………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………...………

1. miejsce przetwarzania danych osobowych:
* Systemy informatyczne: TAK/NIE \*
* Dokumenty w wersji papierowej: TAK/NIE \*
* Inne (wymienić jakie):

………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………

Upoważnienie obowiązuje w okresie:

1. od dnia ………………..… do dnia……………………… ( trwania umowy);
2. na czas zatrudnienia w danej jednostce………………….. (nazwa jednostki organizacyjnej UJ/UJ CM) od dnia ……………. do dnia …………..;
3. od dnia ……………. do dnia ……………………… ( pełnienia funkcji).
	1. Ja niżej podpisany(-a) oświadczam, że zapoznałem(-am) się z przepisami rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz zasad obowiązujących w Uniwersytecie Jagiellońskim w zakresie ochrony danych osobowych, tj. w szczególności zarządzenia nr 38 Rektora UJ z 30 maja 2018 roku, i zobowiązuję się do ich przestrzegania.
	2. Zobowiązuję się do zapewnienia ochrony przetwarzanych danych osobowych w UJ.
	3. Zobowiązuję się do zachowania poufności treści przetwarzanych danych osobowych oraz sposobów ich zabezpieczenia, a także zgłaszania faktu naruszenia bądź zagrożenia zabezpieczeń danych osobowych.
	4. Zobowiązuję się do przestrzegania następujących zasad związanych z użytkowaniem systemu informatycznego Uniwersytetu Jagiellońskiego:
4. nie będę umieszczać powierzonego identyfikatora i hasła w miejscu widocznym dla osób nieupoważnionych (np. zawieszać na monitorze);
5. nie będę pracować w systemie na koncie innego użytkownika i nie udostępnię przydzielonego osobistego identyfikatora i hasła innym użytkownikom, ani osobom nieupoważnionym;
6. zobowiązuję się co 30 dni zmieniać hasło do komputera oraz wszystkich systemów, na których pracuję;
7. w przypadku wystąpienia nieprawidłowości w mechanizmie uwierzytelniania („logowania się” w systemie), niezwłocznie powiadomię o nich Specjalistę ds. ochrony danych;
8. zobowiązuję się do ochrony wprowadzanych danych przez zabezpieczenie (odpowiednie ustawienie lub filtr prywatyzujący) ekranu monitora przed wzrokiem nieupoważnionych osób;
9. w przypadku dłuższego opuszczenia stanowiska pracy zaktywizuję wygaszasz ekranu z opcją ponownego „logowania się” do systemu lub wyloguję się z systemu przed opuszczeniem stanowiska pracy;
10. po zakończeniu pracy w systemie zobowiązuję się do wylogowania się z systemu i zabezpieczenia swojego stanowiska pracy przed dostępem osób nieupoważnionych;
11. w przypadku awarii, zagubienia hasła lub innych nieprzewidzianych sytuacji zagrażających bezpieczeństwu danych, niezwłocznie powiadomię o tym specjalistę ds. ochrony danych;
12. zobowiązuję się także nie ujawniać oraz nie wykorzystywać informacji związanych z przetwarzanymi danymi osobowymi oraz innymi danymi znajdującymi się w systemie, z którymi zapoznałam(em) się w związku z wykonywaną pracą oraz zachować w tajemnicy sposoby zabezpieczenia tych danych.

Oświadczam, że zostałem(-am) poinformowany(-a) o odpowiedzialności cywilnej na podstawie przepisów RODO i przepisów Kodeksu cywilnego oraz o odpowiedzialności karnej na podstawie art. 107 ustawy z dnia …….. 2018 r. o ochronie danych osobowych. Niezależnie od odpowiedzialności przewidzianej w wymienionych przepisach, mam świadomość, że naruszenie zasad ochrony danych osobowych obowiązujących w Uniwersytecie Jagiellońskim może zostać uznane za ciężkie naruszenie podstawowych obowiązków pracowniczych i skutkować odpowiedzialnością dyscyplinarną.

Upoważniony

……………………………………………………………

Administrator Danych

Specjalista ds. ochrony danych

……………………………………………………………..

\*niepotrzebne skreślić